**Compréhension orale**

Mr robot, patrayal for real life attacks

1. **Use 2 factors authentification where you can :**

Text messages for a verifiaction, access to your passwords (hackers)

More secure for you to connect on a social merda like facebook or other.

Little boring but this is better for protect our informations.

1. **Don’t use the same passwords everywhere :**

This hard to change passwords but this is very important for doge some hackers and don’t have some troubles

1. **Update the software on your computer :**

Important to stay up to date for dodge hackers when he steal our private data informations

Keep up to date when you are using a mac, Windows or linux for repair breaches.

1. **Be careful with how much info you post online :**

Dangerous to publish our postion on social media. For exemple : I’m a costumer and I have an amazon package delivered and an hacker can text you and say : « hey, your package is arrived, come take it ».

1. **Be careful when sharing personal info :**

Communication can be intercepted by hackers and they can stole your personal information for maybe buy on internet or other bad things.

**Compréhension écrite**